UNDERSTANDING THE RISKS OF OPEN-SOURCE SOFTWARE
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EXECUTIVE OVERVIEW

Adoption of third-party open-source software (OSS) has increased significantly over the last few years. OSS refers to application components (e.g., frameworks and libraries) within the public domain that developers can use, modify, and share to help augment proprietary code developed in-house and to accelerate time to market. As a result, OSS has gained wide adoption and is practically everywhere—embraced by major corporations, including Walmart, JPMorgan Chase, and even Microsoft. At the same time, OSS can present risks with licensing limitations as well as security trade-offs such as vulnerabilities and targeted attacks against open-source code. Further, managing OSS in DevOps can present workflow challenges.

OPEN-SOURCE VULNERABILITIES TYPICALLY STEM FROM POORLY WRITTEN CODE THAT LEAVE GAPS, WHICH ATTACKERS CAN USE TO CARRY OUT MALICIOUS ACTIVITIES—SUCH AS EXTRACTING SENSITIVE DATA OR DAMAGING A SYSTEM.
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A COMPETITIVE DIFFERENTIATOR FOR ACCELERATING DEVELOPMENT

As software comprises an increasing portion of the value in many products and services, rapid software development has become a competitive differentiator. If a company can deliver new features to its customers faster than a competitor, it improves its chances to gain more market share and capture value. The demand for new and innovative software continues to be brisk—64% of organizations report an application development backlog (19% have more than 10 applications queued).³

In consideration of this pressure to alleviate development bottlenecks, writing custom code for all features and functionality of an application is very often not a practical option. To accelerate development while minimizing costs, organizations have embraced two main strategies that were rarely used 10 years ago: rapid development processes (e.g., Agile and DevOps) and the aggressive use of OSS.

PROPRIETARY SOFTWARE INVOLVES A CENTRAL DESIGN BY AN ORGANIZATION THAT STANDARDIZES ITS PROCESS FOR NEW ADDITIONS AND FIXES. OPEN SOURCE IS A BIT MORE CHAOTIC, WITH CONTRIBUTORS ADDING NEW FEATURES AND IMPROVING THE SOFTWARE ALL THE TIME.⁴
Use of open-source code by developers grew at 40% from 2018 to 2019 and will continue, though tapering down to 14% by 2023. OSS helps developers lower costs and reduce time to market by reusing existing components as building blocks for their applications. While many organizations originally avoided OSS due to concerns about provenance and licensing, today it is widely used in all markets, including government, financial services, and technology providers.

Where it was once rare to find open-source in commercial software, modern, state-of-the-art software may be built from as much as 90% open-source code, including hundreds of discrete libraries in a single application. Open-source code is used by companies in all industries and of all sizes. In addition to well-known open-source operating systems (e.g., Linux, FreeBSD, OpenSolaris), enterprise users also leverage open-source productivity software, tools for administrators and developers, as well as source libraries used to build their own software.
OPEN SOURCE PRESENTS BENEFITS—AND RISKS

While OSS can energize application development cycles and reduce expenses, unmanaged use of open source introduces two significant risks: intellectual property (IP) risk from restrictive and reciprocal licenses, and security risk from components with code vulnerabilities.

LICENSING RISKS

OSS is free to users, but that doesn’t mean it can be used without complying with other obligations. Open source can be issued under one of hundreds of different licenses, or under no license at all. Some licenses require developers to link to the code and others require that proper attribution be provided. The licenses range from extremely permissive versions such as MIT and Apache (which allow users to copy, modify, license, and sublicense the code freely) to restrictive licenses like that of GPL (which requires any changes to the open source or derivative works to be licensed as open source).

Using undeclared or restrictive licenses in a way that allows proprietary code to be defined as “derivative works” can therefore put an organization’s intellectual property at risk. This complexity around licensing terms may also extend to other aspects of software commercialization (e.g., patent rights) that may require legal expertise to safely navigate.
ORGANIZATIONS UNAWARE OF THEIR OBLIGATIONS UNDER THE OPEN-SOURCE LICENSE (OR NOT ABIDING BY THOSE OBLIGATIONS) CAN CAUSE AN OSS USER TO LOSE INTELLECTUAL PROPERTY OR EXPERIENCE A MONETARY LOSS.⁹

SECURITY RISKS

It is difficult to fully understand the security of OSS for two reasons:

- By design, OSS is distributed in nature. Thus, there is no central authority to ensure quality and maintenance.
- As OSS can be freely copied and modified, it is unclear what types of OSS are most widely in use.¹⁰

Essentially, OSS is no more or less secure than custom code. But as with any software, it can include errors that result in security issues. Since OSS is publicly available, security researchers can manually review the code to identify these vulnerabilities. The result is that each year thousands of new vulnerabilities are discovered and disclosed publicly, often with exploits used to prove the vulnerability exists.¹¹ According to OWASP, using old versions of open-source components with known vulnerabilities (Common Vulnerabilities and Exposures [CVE]) has been one of the most critical web application security risks in recent years.¹² Indeed, the number of disclosed OSS vulnerabilities grew by 50% year over year—from just over 4,000 in 2018 to over 6,000 in 2019.¹³
WHY ATTACKERS LIKE VULNERABILITIES IN OPEN SOURCE

While vulnerabilities in open source are not necessarily more dangerous than other vulnerabilities, they provide cyberattackers with an attractive attack vector.

Hackers understand that organizations often are unaware of the open source used in their environments, not to mention the presence of vulnerabilities in those components. Rather than working for months trying to hack an organization’s custom code, criminals use publicly available exploits against a broad range of organizations to identify systems with vulnerable open-source components and compromise them.

Attacks on vulnerable open-source code can be just as effective as other approaches—and with far less effort. A prime example is the 2017 Equifax breach, which stemmed from a vulnerability in the widely used Apache Struts open-source development framework for creating enterprise Java applications—at a cost of at least $1.38 billion to date.15
Managing the use of OSS components in a DevOps organization can be difficult. While setting open-source usage policies is a good starting point, experience shows that these policies can be easily bypassed—whether by accident or through negligence.

So, why is that the case? The simplest reason is that development teams continue to be tasked with and rewarded for delivering a specific set of capabilities by a specific date. OSS helps meet those goals—often becoming the first option for developers. Since OSS is freely available from repositories and project homepages, it is difficult to prevent it from entering an organization and application codebase without the same types of security and compliance scrutiny to which commercial software would be subjected in a standard procurement process.

Manual efforts to monitor the introduction of new OSS struggle to keep up with the pace of code churn in a DevOps environment, where dozens of new releases can be seen each day. Rapid changes to an application can result in a rapidly changing risk profile. However, stopping builds and slowing down pipelines to review changes manually would be an impractical “gating” practice—going against the natural development flow of DevOps and frustrating teams.
THE PROBLEM WITH OSS IS EVEN GREATER FOR SMALLER COMPANIES THAT PREFER TO USE OSS TO SAVE TIME AND RESOURCES BUT LACK THE NECESSARY SECURITY MEASURES TO ENSURE THE COMPONENTS THEY IMPLEMENT ARE SECURE ENOUGH TO BE IMPLEMENTED INTO THE CODE.  

CLEARING A PATH TOWARD OSS RISK MITIGATION

The many advantages of using open-source components in applications come with a cost—risk exposures in both licensing and cybersecurity. The “free” nature of OSS can unexpectedly carry cumbersome usage limits that impact IP rights. And as a favorite target of cyber criminals, open-source code vulnerabilities can become a moving target requiring constant vigilance to prevent bad actors from taking advantage.

In this case, manual management of OSS components in DevOps brings additional challenges that can bottleneck pipelines and impact delivery. To effectively realize OSS benefits, DevOps leaders must account for these critical inhibitors.
OSS HAS BECOME SO POPULAR, IT MAKES UP MORE THAN HALF OF THE ANALYZED ENTERPRISE CODEBASE, MANY OF WHICH COMBINE A GREAT NUMBER OF OSS COMPONENTS. MANY PEOPLE DOWNLOAD OPEN-SOURCE LIBRARIES, ASSUMING THEY’RE SAFE, ONLY TO DISCOVER THEY’RE INFESTED WITH MALWARE. 17
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Contrast Security is the world’s leading provider of security technology that enables software applications to protect themselves against cyberattacks, heralding the new era of self-protecting software. Contrast’s patented deep security instrumentation is the breakthrough technology that enables highly accurate assessment and always-on protection of an entire application portfolio, without disruptive scanning or expensive security experts. Only Contrast has sensors that work actively inside applications to uncover vulnerabilities, prevent data breaches, and secure the entire enterprise from development, to operations, to production.